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Abstract

In a 2019 New York Times article, Paul Krugman declared himself a “crypto skeptic” 
and shared his pessimistic predictions for cryptocurrencies. Nevertheless, unbacked 
cryptomoney is now very important in our societies and has revolutionized the monetary 
and financial landscape as exemplified by the increased pressure from competent 
regulators to monitor and regulate it. Cryptocurrencies are described by their high volatility 
that permits regulators to define them as non-safe financial assets when it comes to energy 
consumption. The anonymous property of cryptocurrencies opens the door to tax evasion, 
making it especially susceptible to avoiding environment-related taxes aimed at tackling 
negative impact of climate change. Against this background, the paper sets a twofold aim: 
to demonstrate that unbacked cryptomoney is volatile and it may pose a threat to financial 
and fiscal stability; and to develop the idea that, given their different degrees of anonymity 
and their decentralisation nature, cryptocurrencies could actively participate in the process 
of tax evasion and therefore incur high costs for countries. Given the general ecological 
condition and ensuing concerns, it is clear that avoiding eco-taxes represents a serious 
issue since money from eco-taxation could have been invested in environmental social 
and governance projects. Therefore, a clear and compelling legal framework should be 
implemented worldwide to reduce the tax evasion phenomena via cryptomoney channels. 
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Introduction 

Since the last 2008 crisis, we have witnessed a fundamental transformation of the financial 
landscape. This evolution has been boosted by the financial innovations and the launch 
of the unbacked cryptomoney5. All these financial innovations aim at metamorphosing 
money. In 2009, the emergence of a “new money” called Bitcoin based on cryptography 
and anonymity was primarily perceived as a “joke”. The precursors of such money that 
protect agents’ identities were DIGI-Cash6 and e-Gold7 (1996-2009). Earlier, Timothy C. May 
popularized the underlying idea of cryptography in 1988 with his famous “Crypto Anarchist 
Manifesto”. The goal of this type of money is twofold. First, Satoshi Nakamoto8 has proposed 
an alternative money assumed to resist the financial turbulences and hence to offset the 
banking system failure as financial authorities have failed to guarantee to agents a reliable 
banking system and stable money. The second goal, more global, has been to destroy the 
present financial system that is in decline and to propose a new decentralized financial 
order. 

Since the creation of cryptomoney, lots of studies have explored their characteristics 
(Faure, 2016; Yuneline, 2019; Yugandhara, 2023; Shah et al., 2023). Amongst them, three 
features are dominant: high volatility, anonymity and high energy consumption. Its high 
volatility constitutes a threat to financial stability. Anonymity is likely a way to feed illicit 
activities and particularly fiscal fraud. Notice that development of cryptomoney is not in 
line with 2015 Paris Agreement requirements that exhort countries to converge towards 
zero CO2 emissions goals (Paris Agreement, n.d.). Indeed, the growth of cryptomoney is 
accompanied by a rise in energy consumption and damages the planet via CO2 emissions. 
Hence, it is natural to raise the question about the possible role of a stricter legal framework 
to prevent fraud and to assign all taxes related to such illicit activities to green projects 
aiming at protecting environment. 

The paper starts by describing the main features of the cryptomoney within a theoretical 
and econometric scope. Then, we discuss the role of regulators to terminate the avoidance 
of government duties notwithstanding the difficulties to assess the share of cryptomoney 
in the total amount of tax evasion. The last section, based on our main results, concludes 
by offering some provisional regulation recommendations with a particular focus on 
sustainability issues. It also offers relevant literature for future research. 

5  In the rest of paper, we use also “cryptomoney” for “unbacked cryptomoney.” 
6  Digi-cash is an electronic money corporation founded by David Chaum in 1989.
7  E-gold was a digital gold currency operated by Gold and Silver Reserve Inc. (G&SR). 
8  Satoshi Nakamoto is maybe a real name or a pseudonym, and it may represent one person or a group.
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Characteristics and challenges to cryptomoney

Being a combination of technological, monetary and design innovation, cryptomoney 
is often presented as a “revolution.” Cryptocurrencies utilize old technologies improved 
over time such as Distributed Ledger Technology (DLT). Indeed, DLT is a numerical system, 
which records asset transactions and their main details. Unlike a database, the DLT does 
not have a data repository and has no centralized administration. It is useful to note that 
the block chain is a particular form of DLT. The block chain is assumed to be unfalsifiable 
since it incorporates a coded summary of the entire preceding chain. Each block is 
immutable in theory. This mechanism is attractive for investors and increases their trust. 
Another characteristic of cryptomoney is their decentralization nature. They use an open 
network. There is no trust between participants and they are anonymous. Besides, there 
is no financial or monetary intermediary and no lender of last resort. Decentralization is 
a serious challenge because of the Byzantine Generals Theorem. However, to solve this 
problem, economic incentives must be introduced so as to adopt common transaction 
implementations (Nakamoto, 2008; Andrianto and Diputra, 2017; Inci and Lagasse, 2019; 
Bouri et al., 2019). 

It is also useful to underline that most cryptocurrencies define specific rules to control 
transactions. Indeed, some currencies define ceilings to impose a quota to the total units’ 
number. This is the case of Bitcoin. Ethereum contracts impose growth rate criteria. This point 
underlines the fact that cryptocurrencies are not always integrated and do not necessarily 
match each other. However, in periods of financial turbulences, cryptocurrencies behave in 
a common manner (Borri, 2019; Yan et al., 2022; Song et al., 2022; Tosunoğlu et al., 2023). 

Given the abundant literature on this topic, we have chosen to be very concise on the 
advantages and the drawbacks of the cryptomoney (see Table 1, Appendices), however, 
there are two characteristics that are central for our analysis and deserve to be developed, 
here. Indeed, anonymity and energy consumption are decisive for fiscal evasion and the 
ecological tax definition. According to several studies, the anonymity property is one of 
the tax evasion factors (Baer et al., 2023; OECD, 2022; OECD, 2023). Regarding energy 
consumption (see Chart 1 in Appendices) it demonstrates the important amount of energy 
used by Bitcoins. We notice an impressive decrease since June 2022 that could be explained 
by a kind of awareness of the climate change agenda proposed by the Paris Agreements. 
According to De Vries (2022), cryptocurrencies are on the path towards sustainability. 
Nevertheless, this decreasing trend seems to be provisory. Since January 2023 there has 
been a consumption recovery. At this stage it is not rational to conclude on the provisory 
nature of this trend. 

From a theoretical and empirical perspective, diverse studies attempt to describe the 
features of the cryptomoney. The crucial issue is how the cryptomoney fits within the 
main schools of economic thought. Money has always raised the interest of economists 
and central bankers. This topic creates cleavages and proposes several reading grids. The 
crucial question is about monetary theories. Is the theoretical field enough to capture the 
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complexity of cryptomoney? To answer partially this tricky question, we start with the 
money functions. Hence, we attempt to demonstrate if this kind of money performs all 
economic functions of money as defined by mainstream monetary theory, namely medium 
of exchange, store of value and unit of account. These properties have already been analysed 
by Harris (1757), Adam Smith (1776) and Jevons (1898), and at first sight, it is possible to 
assume that cryptomoney does not fulfil all these criteria. By medium of exchange, we 
mean that the asset is widely accepted for any transactions (Mises, 1949; Mises, 1959). 
The classical approach underlines the role of money as a transaction vehicle. Cryptomoney 
does not pay goods or services and not all economic agents conducting transactions accept 
them as a payment medium. This means that the main functions of the “traditional” money 
are not performed. 

Seldom there are examples of good purchases paid in cryptomoney. According to its 
opponents, most of transactions are illicit. Silk Road organization could use cryptomoney. 
However, we have a licit and relevant example. On May 22, 2010, developer Laszlo Hanyecz 
sought some kind soul who would agree to deliver two pizzas for 10,000 bitcoins. This day 
is nicknamed the “Bitcoin Pizza Day”, the first time a physical good has been bought via 
crypto-currency. In 2019, big companies like Microsoft or KFC Canada started accepting 
Bitcoin and other cryptomoney for purchases. This trend shows that cryptomoney is 
appropriate for transactions and it is likely to be a general future payment instrument. In 
November 2019, 159 major firms used Bitcoin for their transactions. The main advantage 
identified by the users was the rapidity of the transactions. This is a common point with 
cash. Can cryptomoney replace cash? At present, the answer is negative but we cannot 
exclude this possibility. However, the Bank of Sweden has oriented its research towards 
the development of e-money (e-krona) assumed to replace cash since the uses of cash and 
banknotes have dramatically declined. Other central banks, like Bank of France, have also 
attempted to develop e-money in the wholesales sector9. According to Francois Villeroy 
de Galhau (2023), digital currency could be applied to the whole economy. Several works 
promote the development of digital currencies and outline their risks (BIS, 2023, Auer et 
al., 2024). Nevertheless, this type of money is considered as (backed) digital currency and 
therefore is not in the scope of our works since there is a lender of last resort, which is not 
the case for unbacked money, which can be considered a pure speculative/risky asset. 

Besides, the degree of acceptance by all users is not reached. According to Gertchev 
(2013), cryptomoney cannot be be treated as real money since it fails to adhere to the 
universal principle, according to which all actors have to use the same technology. However, 
the technological development is not uniform (non-homogeneity property), for instance. 

In addition, physical support may be more universal than IT support. This point reveals 
that the use of traditional money will continue to expand for some time to come. 

9 https://www.banque-france.fr/en/financial-stability/financial-stability-mandate/supporting-digital-
transformation-financial-sector/wholesale-mnbc
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Lastly, the bitcoin’s cost is not null. Indeed, the transaction fees are variable and 
additional costs appear if you want to exchange bitcoin for another currency. This may also 
work against Bitcoin as means of payment.

Is cryptomoney a store of value? Does money keep the same value over time? To 
compare money during different periods, we have always used as deflator the interest 
rate. Based on practice and observation, it is not possible to conclude that these assets 
retain their value over time. Moreover, several empirical studies show that cryptomoney 
is highly volatile (Kristoufek, 2023). The inherent process of cryptomoney is founded on 
a generalized autoregressive conditional heteroscedasticity (GARCH) model. Indeed, if 
we take for example the Bitcoin (the most cited cryptomoney), it may not contribute to 
economic growth. On the contrary, it seems to feed speculative activities. Its inherent 
process is associated to a GARCH-model dynamics (Ardia et al., 2019). This result emphasizes 
the subjective time and mimicry concepts. Individual faith becomes collective faith thanks 
to the market (via mimicry (Aglietta and Orléan, 1982). In the same vein, Antonio Sainz de 
Vicuña, has developed an ‘institutional theory of money’. Trust is the key variable of money. 
It is reinforced when there is an institutional structure guaranteeing the purchasing capacity, 
in other words, price stability. Money is a kind of dematerialized “commodity” produced 
and managed by central banks. Then, money may be a store of value. According to Kiyotaki 
and Wright (1989), money has “intrinsic” properties such as storability, recognisability and 
“extrinsic belief”. 

It is obvious that modern money behaves like a pure speculative investment, which 
is not the case of “traditional” money measured by monetary aggregates that follow an 
autoregressive–moving-average (ARMA) process (Fisher et al., 1998). At this step, we can 
assume that a cryptomoney has a speculative function since such an asset is modelled 
by GARCH (Generalized Autoregressive Conditional Heteroscedasticity) processes (Chu et 
al., 2017; Bouri et al., 2017; Stavroyiannis, 2018; Yıldırım and Bekun, 2023; Oprea et al., 
2024). This point is very relevant since within Polanyi’s point of view, cryptomoney should 
be specific money since their unique goal is speculation. This idea is reinforced by facts. 
Indeed, in March 2014, the US Internal Revenue Service (IRS) considered Bitcoins and other 
cryptomoney as goods and not as money. Hence, cryptomoney holders have to report their 
financial gains in fiscal documents because they are taxable.

From the previous developments, the most relevant conclusion is that cryptomoney is a 
speculative asset associated with high volatility; therefore, it should be legally treated as a 
taxable financial asset. If we add anonymity, this financial asset could easily be the perfect 
tool to avoid tax duties. Then, it constitutes a loss for each government and prevents them 
from using this amount of money for the climate change emergency. 

It is worth noting that the cryptomoney literature has developed rapidly in a very short 
period, namely from 2009 until now (Pattnaik et al., 2023); plethoric works are dedicated 
to the understanding of cryptomoney mechanisms and nature in both theoretical and 
empirical aspects thanks to bibliometric analysis tools (Almeida and Gonçalves, 2023). 
However, little attention is paid to tax aspects despite the fundamental role of the tax 
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authority to fight against fraud and tax evasion. The following section contributes to filling 
the literature gap in terms of cryptomoney’s tax rules and solutions to green economies by 
applying the principle of “make pay polluters”. 

Policy recommendations for tax evasion and sustainable regulation

Cryptocurrency is a challenge for tax systems. The definition of tax evasion is not obvious 
and it is a delicate matter to apprehend this phenomenon. However, it is possible to use 
the current legal framework that underlines two kinds of tax evasion families (Palil et al., 
2016). Evasion of assessment is the intentional attempt to reduce the tax levy by increasing 
their costs or underestimate their income. Evasion of payment occurs when a person or 
business intentionally avoids paying their tax liability. It can involve hiding income, using 
false Social Security Numbers, or associating assets with someone other than themselves. 
For example, accepting cash payments for goods or services without proper reporting 
during tax filing can constitute an evasion. Of course, these definitions are questionable 
since they are highly general; however, for our scope they are relevant and sufficient. 

To tax the cryptocurrency, we need to propose an international, harmonized, clear and 
undeniable legal framework, which is not available today. This point is the cornerstone 
of the tax cryptomoney concerns. Indeed, cryptomoney’s taxes are equivalent to income 
subject to capital gains; this means that there is no difference between financial volatile 
assets. This point should be reviewed by regulators given the cryptomoney’s attributes. In 
addition, all European countries do not apply the same rules (Thiemann, 2021). For instance, 
Slovenia (Dosen, 2022) and Portugal (Gomes, 2023) are considered as cryptomoney-
friendly countries. This situation is not appropriate since some European countries enjoy 
opportunities for free-riding that could be detrimental to European unity and stability. 
Since May 2023, the European Commission (EC) welcomed a political agreement on new 
tax transparency rules for all providers of services facilitating transactions in cryptoassets 
for customers resident in the EU (European Commission, 2023). Nevertheless, it is a 
preliminary phase and sooner or later, a stricter legal framework should be implemented 
at both European and world levels. 

To start debates, it is also useful to outline some points such as tax categories. Indeed, 
tax issues should take into account three scopes (value added tax, income tax and wealth 
or property tax) and these scopes are very delicate to deal with (OECD, 2020). For the 
value added tax, the Digital Invoice Customs Exchange (DICE) could be useful (Ainsworth 
and Todorov, 2013). Furthermore, it could be an efficient tool to tackle VAT fraud in CO2 
permits (Ainsworth, 2014). According to Europol, cryptomoney is also used in shadowy 
activities that are developed thanks to payment systems (Europol, 2021). The growth of 
services encrypting and anonymising online activity is ongoing and contributes to fuelling 
illegal activities (Europol SOCTA, 2013). Nonetheless, the share of cryptomoney in criminal 
activities is low compared to other money support, essentially cash since as discussed in 
the previous section, cryptomoney behaves as a volatile financial asset and consequently 
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is perceived more as a financial investment. Despite this fact and the difficulties to assess 
fraud, Europol has calculated the missing trader intra-community (MTIC) fraud to estimate 
VAT fraud and according to a study commissioned by the European Parliament (2022/a), 
the amount of VAT fraud (MTIC and carousel fraud10) stood at about 150 billion euros in 
2016 and 1/3 was committed by illegal activity groups through the MTIC scam schemes. 
In 2021, the MTIC fraud was estimated at about 60 billion on an annual basis (European 
Parliament, 2021). Annual estimations of VAT gap, which is the difference between the 
theoretically expected VAT income and the collected amount, have been declining over 
the years (European Parliament, 2022/a). However, all these estimations should be treated 
with caution given the nature of the metrics, the nature of the operations (taking place as 
parallel operations) and the data quality. Income tax and wealth tax evasion are also very 
complex to assess, nonetheless, some empirical studies have emerged. 

Regardless of the complexity to assess the size of tax evasion related to cryptomoney 
transactions, all literature approaches are welcome since they contribute to our knowledge 
of cryptocurrency fiscal tools. Once the fiscal framework is implemented, some future 
research paths could emerge. For instance, the use of cryptocurrencies taxes to green 
economies could be a fruitful research direction. 

According to MacDonald (2015) works based on Buchanan and Faith (1987) secession 
model, in the case of crypto-secession, agents attempt to evade or reduce the tax burden. 
Secession literature has seen a huge development (Berkowitz, 1997; Bordignon and Brusco, 
2001) and could be an interesting framework for tax fraud of cryptomoney. Moreover, 
Viswanathan (2018) sheds light on a reduction in tax reporting oversight in a decentralized 
system compared to the centralized system and the paper shortly exposes bitcoin taxes 
in US. As cryptocurrency does not provide foreign currency gain or loss, it is legitimate to 
use the income tax rules for cryptomoney. This solution is debatable because it reduces 
the analysis possibility of tax evasion. It is useless to bear in mind that tax cryptocurrencies 
literature covers different disciplinary scopes and conclusions on tax tools are diverse, as 
show the different approaches selected to deal with cryptomoney fraud tax (Peláez-Repiso 
et al., 2021; Leuprecht et al., 2022).

There are three types of literature. First, some optimistic works underline that 
government tax can easily monitor the bitcoin transaction; therefore, tax evasion is not an 
issue (Sabu, 2020) since information is available. However, it is obvious that these works 
do not account for the quality of the data and the difficulty to define such assets and the 
related taxes. Indeed, Sabu (2020) has taken into account only one cryptocurrency (Bitcoin) 
and one intermediary namely Coinbase. This means that the approach is partial. Moreover, 
there is no information about the data quality. Besides, in 2023, the Securities and Exchange 
Commission (SEC) “charged Coinbase for Operating as an Unregistered Securities Exchange, 

10  “Carousel fraud, also known as Missing Trader fraud or VAT carousel fraud is a type of fraudulent scheme 
related to Value Added Tax (VAT) in the European Union (EU). It involves a series of transactions where 
goods are repeatedly bought and sold across borders, taking advantage of the EU’s VAT rules (VAT fraud)” 
(VAT IT, 2022). 
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Broker, and Clearing Agency” (U.S. Securities and Exchange Commission, 2023). It is quite 
difficult to trust their database and therefore it is tricky to use it for any empirical studies. 
Disclaimers on data limitations should be provided when researchers use database from 
private data providers since it is well known that there are risks of lack of transparency and 
it is impossible to control the quality of their outputs. 

The second kind of literature highlights the necessity to develop tools for taxing 
cryptocurrencies. The idea is to characterize first cryptomoney. Indeed, there are several 
ways to tax cryptomoney regardless of whether governments consider this asset as a fiat 
currency or not (Sarfo, 2021). 

The third kind of literature is focussed on the characteristics of tax literature. Based 
on a bibliometric analysis of taxation regulation of block chain and cryptocurrencies 
approach and Web of Science (WoS) database for the period 2015-2019, Peláez-Repiso et 
al., (2021) have found out that there is an exponential development of documents related 
to cryptomoney taxes (+116.88%) and there is a significant acceleration since 2017. In 
addition, some reviews such as Computer Law and Security review, are predominant in this 
field. Russian authors – followed by Ukrainian researchers – are very prolific and active 
in such topics. Efforts to describe the literature on cryptomoney taxation are welcome 
since they provide information on reviews and authors related to this topic. Interesting 
results have emerged; however, some limitations exist. From a general perspective, there 
is no information about the way the documents deal with the nature of cryptomoney (fiat 
money, volatile assets etc.). Moreover, there is no information about the regulation tools 
to tax cryptomoney, etc. 

In terms of methodology, limitations are multiple. Only the WoS is selected, this means that 
the approach is biased. More sources would have provided richer information and possibly 
detect some biases related to sources diversity and consequently put the conclusions into 
perspective. Comparisons and/or compilation between sources could constitute a benefit 
for such literature. The sample is low (349 works) and there are no sub-periods. It may be 
relevant to extend the period until 2023 to verify if the Libra project announcement in June 
2019 has an impact on the development of crypto tax literature. Introduction of clusters 
analysis could be relevant. Notwithstanding critics, Peláez-Repiso et al. (2021) works are 
useful and deserve to be updated since today tax issues are prominent topics. In the same 
vein, based on a meta-analysis approach (PRISMA-ScR protocol11), Trozze et al. (2022) have 
used academic studies (391 articles) and grey literature on cryptomoney (394 documents) 
to detect diverse frauds. They have found that there are 29 kinds of cryptomoney frauds 
in both academic and grey literature, 32 types, 14 of which are not available in academic 
literature. Moreover, the Ponzi scheme is the most studied in both literatures. As all works, 
there are some limitations. The authors have chosen to use only texts written in English 
– articles, peer-reviews, blog post etc. It is obvious that such an approach offers limited 
conclusions and does not accurately describe reality since it does not pay attention to 

11  Preferred Reporting Items for Systematic reviews and Meta-Analyses extension for Scoping Reviews
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errors in blog posts, for instance. Also, peer reviews even if they enhance the credibility of 
a manuscript, do not take into consideration all numerous research varieties. 

To sum up, frauds and fiscal evasion are huge challenges for all countries and information 
exchange is fundamental to tackle such practices. However, despite the EU awareness, the 
legal rules are not enough and the income losses for countries are not negligible. 

After having briefly presented the main features of the legal and literature frameworks 
still in progress, we note that tax cryptomoney’s rules are embryonic and prospects to 
improve rapidly this study field are not optimistic. Challenges and risks are complex and 
illicit activities are growing in Europe (Europol, 2021; Trozze et al., 2022; Mathias and 
Wardzynski, 2023; Ross, 2023). Given dangers of using cryptomoney, it is worth highlighting 
the non-availability of database and information about the users of cryptomoney. Indeed, 
we have very scarce information about the users, the goals of transactions, etc., therefore, 
the attempts of measuring the tax revenue are problem-ridden, and their estimation 
results are underestimated and questionable. We aim, here, to present some examples 
and expose the main drawbacks of most of empirical works that are seeking to measure the 
share of cryptomoney tax evasion and mechanisms of frauds. 

To begin with, it is extremely important to understand that there is scarce information 
about cryptocurrency scams, but there are many private information providers and 
databases that do not reveal the truth. Therefore, it is complex to have an accurate 
picture of this phenomenon and the database and/or reporting are not reliable. The legal 
authorities should fix this point before any tax determination. Furthermore, the lack of 
reliable data and the cost of using private database could be an important obstacle to 
research on this topic. Amongst the different private providers, we can cite Binance, which 
have been subject to many claims (La Tribune, 2022; Financial Times, 2022; Financial Times, 
2023; The Guardian, 2023). Despite their numerous reports on the cryptomoney statistics, 
they need to be prudent in their interpretations. Besides, the decentralisation nature of the 
cryptomoney is an obstacle to the robustness of results and empirical works are logistically 
complex. Moreover, Elizabeth McCaul, member of the Supervisory Board of the European 
Central Bank, has exhorted the regulatory organs to monitor cryptomoney platforms, and 
especially platforms without headquarters as Binance (ECB, 2023). The OECD has proposed a 
reporting tax document on cryptomoney to improve knowledge and statistical information. 
This organisation often cited in the related literature has no decision power. Its work is 
valuable and it has influenced different jurisdictions (Baer et al., 2023). Nevertheless, the 
OECD is not a regulatory body, hence, its action is limited. 

The will to measure cryptomoney tax evasion is dramatically increasing and diverse 
public and private organisations develop statistics analysis to capture this phenomenon. 
For illustration, Chainanalysis has proposed a statistical approach to assessing the capital 
gains of tax invasion related to cryptomoney. It has used diverse data from private web 
providers to complete its own data. Chainanalysis has started to calculate the total 
collective gains and distribute the gains and losses per countries for years now. It is easy 
to admit that Chainanalysis approach is questionable and inaccurate since it has taken into 
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account wallet level instead of the service level. It also creates a biased yearly cryptomoney 
indicator since their collection approach has limitations (sample scope, diversity of sources, 
data quality analysis, private providers, etc.). It could be more relevant to collaborate with 
the legal tax authorities since more reliable sources crossed with non-reliable sources 
could be a real value added for the users and improve the data quality by correcting errors 
and/or omissions. It should be noted that tax transparency is the central issue (European 
Parliament, 2022/b).

Thiemann (2021) has attempted to assess the evaded amount of taxes by using the 
Chainanalysis disaggregated country-level database despite the lack of reliability of this 
data provider. According to his simulation, the Bitcoin tax revenue based on capital gains 
in Europe was 850 million EUR in 2020. This conclusion is based on two different scenarios; 
the first one assumes a fixed and uniform tax rate (25%) and the other trial presumes 
diverse EU tax rules. The main limitations are diverse. The data quality is not guaranteed; 
the coverage is low; it excludes the Virtual Private Networks (VPN) users, for instance, etc. 
In addition, the Chainanalysis, a private provider, does not provide highly disaggregated 
data that permit to calculate the gains or losses of each entity and control the content by 
cross-checking tools. As information is partial, it is quite difficult to get an accurate picture 
of the cryptomoney users. Moreover, private providers are not transparent and therefore 
there is no possibility to control the quality. Hence, the empirical results using such sources 
are questionable and not reliable. This conclusion exposes the need to orient all efforts 
towards statistics dissemination. It becomes obvious that regulators should impose granular 
reporting survey for all users whatever their size to collect more detailed information on 
a regular frequency. The quality of data conditioned the results deduced from models and 
therefore, regulators could define and run timely and adapted policy rules. 

Founded on different works on cryptomoney tax evasion, it becomes more obvious 
that regulatory authorities should monitor and define stricter taxes framework. This 
difficult task should be accomplished since it is important for governments to appropriate 
this tax windfall that can be used to make their economies greener. As already outlined, 
cryptomoney is energy consuming and their development is not in line with the 2015 Paris 
Agreement that aims to limit CO2 emissions. The link between the cryptomoney and planet 
damage is discussed by environmental literature (Pham et al., 2022; Ye et al., 2023). There 
are numerous works in this field, and they describe accurately the negative consequences 
of using crypto on the planet but few works provide acceptable solutions. Another type of 
interesting literature dedicated to CO2 emissions tax has emerged (Benigno and Rosa, 2023; 
Gschossmann et al., 2022), some works attempt to determine taxation measures. According 
to Hebous and Veron (2023), it is necessary to elaborate metrics, like Cryptocarbon, that 
assess the CO2 emissions per unit of electricity created by cryptomoney. However, this 
new literature does not deal with cryptomoney tax evasion and measures towards greener 
economies as a result of the use of new evasion taxes’ tools. Sooner or later, notwithstanding 
the difficulty to empirically estimate the share of cryptocurrencies in tax evasion, it may be 
interesting to develop this branch of literature. 
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Conclusion 
Climate change has become an urgent issue at both national and international levels 

in recent years. Despite Paris Agreements signed in 2015 that exhort countries to limit/
annihilate their CO2 emissions, globally, there has been no improvement in this field and 
CO2 emissions are increasing. The development of cryptomoney is impressive and their 
level in terms of CO2 emissions is high given their high energy consuming activities and it 
could have a negative impact on the environment. Cryptocurrencies are often perceived 
as an alternative financial investment that cannot be ignored. Yet, apart from sectors 
such as industry, transport, etc., cryptocurrencies can also be used for illegal activities 
(Europol, 2020, European Parliament, 2022/a). This means that a certain amount of money 
remains outside the economic chain and avoids tax obligations. In this case, the polluter-
pay principle cannot be applied and it is impossible to define a carbon tax to penalize 
such brown activities12 and reorient economies towards greener activities. The nexus 
between cryptomoney fraud and environmental concerns needs to be deeply analysed. 

Nowadays, the priority is to make a precise analysis of the amount of tax evasion 
through cryptomoney channels. This task is fundamental and constitutes the preliminary 
step before the implementation of any related sustainable policy tools. As demonstrated 
in this paper, reliable harmonised database or metrics are not available. Moreover, the 
legal framework for such data collection is embryonic and there is no harmonisation 
between countries. In terms of literature, there are different sources and none deal 
with cryptomoney fraud tax that could be invested in more sustainable activities. This 
paper also provides the opportunity to alert to this literature gap. Obstacles of such 
academic works are now well-known and therefore all efforts should be focussed on 
how to tackle these obstacles and propose reliable and scientific research papers. All 
works dedicated to such issues are crucial since they will improve the assessment of 
crypto tax evasion and therefore actively contribute to containing the development of 
this kind of fraud. In addition, environment issues are now entrenched firmly enough in 
the public mind and this potential literature constitutes the cornerstone of the mind-set 
reforms.

To conclude, this kind of question is not only a research question but also a political 
issue that would use research approaches and conclusions to identify adequate and 
timely policies to prevent tax evasion for sustainable purposes. Moreover, the struggle 
against such practices is the responsibility of international community bodies to develop 
a clear and harmonised legal framework to avoid free riding behaviour. 

12  Brown activity is a concept denoting activities that tend to ignore the need to reduce their negative impact 
on the environment or their contribution to environmental damage and degradation.



14

Unbacked Cryptomoney, Fiscal Evasion and Environment Tax: Some Policy Recommendations in Europe

Bulgarian Journal of International Economics and Politics, Vol. 4, Issue 1, 2024

References

Aglietta, M. and Orléan, A. (1982). La violence de la monnaie. Paris: PUF.
Ainsworth, R.T. (2014). “Phishing & VAT Fraud in CO2 Permits: DICE in the EU-ETS Now; 

DICE in Power Tomorrow”. In: Boston University School of Law, Law and Economics 
Research Paper No. 14-74. DOI: http://dx.doi.org/10.2139/ssrn.2537545

Ainsworth, R.T. and Todorov, G. (2013). “DICE – Digital Invoice Customs Exchange.” In: 
Boston University School of Law, Law and Economics Research Paper No. 13-40. DOI: 
http://dx.doi.org/10.2139/ssrn.2314478 

Almeida, J. and Gonçalves, T.C. (2023). “A Decade of Cryptocurrency Investment Literature: 
A Cluster-Based Systematic Analysis.” In: International Journal of Financial Studies, 
11(2), 71. DOI: http://dx.doi.org/10.3390/ijfs11020071

Andrianto, Y. and Diputra, Y. (2017). “The Effect of Cryptocurrency on Investment Portfolio 
Effectiveness.” In: Journal of Finance and Accounting, Volume 5, Issue 6, pp. 229-238. 
DOI: https://doi.org/10.11648/j.jfa.20170506.14

Anyfantaki, S., Arvanitis, S., Topaloglou, N. (2021). “Diversification benefits in the 
cryptocurrency market under mild explosivity”, European Journal of Operational 
Research, Volume 295, Issue 1, pp. 378-393, ISSN 0377-2217.

Ardia, D., Bluteau, K. et Rüede, M. (2018) “Regime changes in Bitcoin GARCH volatility 
dynamics.” In: Finance Research Letters, Volume 29, pp. 266-271. DOI: https://doi.
org/10.1016/j.frl.2018.08.009

Auer, R., Cornelli, G. and Frost, J. (2024). Rise of the Central Bank Digital Currencies: update 
as of 1 March 2024. BIS. [Online]. Available at: https://www.bis.org/publ/work880_
updates_mar2024.pdf (last visited April, 2024).

Baer, K., de Mooij, R., Hebous, S. and Keen, M. (2023). “Taxing Cryptocurrencies.” 
International Monetary Fund. WP/23/144, IMF Working Papers. [Online]. Available 
at: file:///C:/Users/maria/Downloads/wpiea2023144-print-pdf.pdf (last visited 
March, 2023).

Benigno, G. and Rosa, C. (2023). “The Bitcoin–Macro Disconnect”. In: FRB of New York Staff 
Report No. 1052. DOI: http://dx.doi.org/10.2139/ssrn.4373434 

Borri, N. (2019). “Conditional tail-risk in cryptocurrency markets.” In: Journal of Empirical 
Finance, Volume 50, pp. 1-19. DOI: https://doi.org/10.1016/j.jempfin.2018.11.002

Bouri, E, Shahzad, S.J.H. and Roubaud, D. (2019). “Co-explosivity in the cryptocurrency 
market.” In: Finance Research Letters, Volume 29, pp. 178-183. DOI: DOI: https://doi.
org/10.1016/j.frl.2018.07.005

Braunies, A., Mestel, R., Riordan, R. and Theissen, E. (2018). “Bitcoin Exchange Rates: How 
Integrated are the Markets?” DOI: https://dx.doi.org/10.2139/ssrn.3249477

Burgess, R. (2018). “Ups, downs of investing in Bitcoin.” In: The Indiana Lawyer, January 
23, 2018. [Online]. Available at: www.theindianalawyer.com/articles/45940-the-ups-
and-downs-of-investing-in-bitcoin (last visited March, 2024).



15

Camille Boulanguer, Sarah Goldman, Maya Jandah, Tsvetelina Marinova

Catania, L. and Grassi, S. (2017). “Modelling Crypto-Currencies Financial Time-Series.” DOI: 
http://dx.doi.org/10.2139/ssrn.3028486 

Cheah, E. and Fry, J. (2015). “Speculative bubbles in Bitcoin markets? An empirical 
investigation into the fundamental value of Bitcoin.” In: Economics Letters, Volume 
130, pp. 32-36. DOI: https://doi.org/10.1016/j.econlet.2015.02.029

Corbet, S., Lucey, B., Urquhart, A. and Yarovaya, L. (2018). “Cryptocurrencies as a Financial 
Asset: A Systematic Analysis.” DOI: https://dx.doi.org/10.2139/ssrn.3143122

de Galhau, F.V. (2023). “Wholesale CBDC: as decisive as Retail CBDC, and actively 
experimenting.” Speech by Mr. François Villeroy de Galhau, Governor of the Bank of 
France, at the Conference “Unveiling the potential of wholesale CBDC: what insights 
and prospects?”, Paris, 3 October 2023. [Online]. Available at: https://www.bis.org/
review/r240214e.htm (last visited March, 2024).

Dyhrberg, A.H. (2016). “Bitcoin, gold and the dollar – A GARCH volatility analysis.” In: 
Finance Research Letters, Volume 16, pp. 85-92. DOI: https://doi.org/10.1016/j.
frl.2015.10.008

Elendner, H., Trimborn, S., Ong, B. and Lee, T.M. (2018). “The Cross-Section of Crypto-
Currencies as Financial Assets1: Investing in Crypto-Currencies beyond Bitcoin.” In: 
Handbook of Blockchain, Digital Finance, and Inclusion, Volume 1 Cryptocurrency, 
FinTech, InsurTech, and Regulation, Chapter 7, pp. 145-173. DOI: https://doi.
org/10.1016/B978-0-12-810441-5.00007-5

European Parliament (2022/b). Impact of new technologies on taxation: crypto and 
blockchain. European Parliament resolution of 4 October 2022 on the impact of new 
technologies on taxation: crypto and blockchain (2021/2201(INI)). P9_TA(2022)0335. 
[Online]. Available at: https://www.europarl.europa.eu/doceo/document/TA-9-
2022-0335_EN.pdf (last visited March, 2024). 

Europol (2021). “Cryptocurrencies – Tracing the evolution of criminal finances.” Europol 
Spotlight Report series, Publications Office of the European Union, Luxembourg. DOI: 
http://doi/10.2813/75468 

Europol SOCTA (2013). EU Serious and Organised Crime Threat Assessment. European 
Police Office. [Online]. Available at: https://www.europol.europa.eu/sites/default/
files/documents/socta2013.pdf (last visited April, 2024).

Faure, P.H. (2016). Le bitcoin peut-il être assimilé à une monnaie ? Un examen à partir 
des différentes grilles de lecture de la science économique, Working Papers hal-
01337694, HAL. [Online]. Available at: https://hal.science/hal-01337694/document 
(last visited March, 2024).

Financial Times (2022). “Binance made ‘grossly inaccurate’ UK filings, joint venture partners 
allege.” In: Financial Times, October 12, 2022. [Online]. Available at: https://www.
ft.com/content/3fb2f6cf-e132-43f4-9d6a-34fd13eb8991 (last visited (March, 2024).

Financial Times (2023). “Traders pull $800mn out of Binance after SEC lawsuit.” In: Financial 
Times, June 6, 2023. [Online]. Available at: https://www.ft.com/content/ed6b4d90-
7b18-4d05-9886-c7cdc4cfe50a (last visited (March, 2024).



16

Unbacked Cryptomoney, Fiscal Evasion and Environment Tax: Some Policy Recommendations in Europe

Bulgarian Journal of International Economics and Politics, Vol. 4, Issue 1, 2024

Fisher, D., Fleissig, A.R. and Serletis, A. (1998), “Monetary aggregation, rational expectations, 
and the demand for money in the United States.” In: The North American Journal of 
Economics and Finance, Volume 9, Issue 1, pp. 1-13. DOI; https://doi.org/10.1016/
S1062-9408(99)80077-1Get rights and content

Foley, S., Karlsen, J. R. and Putnins, T.J. (2018). “Sex, Drugs, and Bitcoin: How Much Illegal 
Activity Is Financed Through Cryptocurrencies?” In: Review of Financial Studies, 
[Online]. Available at SSRN: https://ssrn.com/abstract=3102645 or http://dx.doi.
org/10.2139/ssrn.3102645

Geiregat, S. (2018). “Cryptocurrencies are (smart) contracts.” In: Computer Law & Security 
Review, Volume 34, Issue 5, pp. 1144-1149. DOI: https://doi.org/10.1016/j.
clsr.2018.05.030

Gertchev, N. (2013). “From Monetary Nationalism to Monetary Imperialism: Fractional 
Reserve banking and Intra-Government Cooperation.” In: The Quarterly Journal 
of Austrian Economics. Vol. 6, No. 2 (2013), pp. 109-134. [Online]. Available at: 
https://cdn.mises.org/From%20Monetary%20Nationalism%20to%20Monetary%20
Imperialism%20QJAE%2016%20No.2%202013.pdf (last visited March, 2024).

Gomes, J.M. (2023). “Portugal: One of the Best Crypto Destinations for Digital Nomads.” 
Henley&Partners. [Online]. Available at: https://www.henleyglobal.com/publications/
crypto-wealth-report/global-insights/portugal-one-best-crypto-destinations-
digital-nomads (last visited March, 2024).

Gschossmann, I., van der Kraaij, A., Benoit P-L. and Rocher, E (2022). “Mining the 
environment – is climate risk priced into crypto-assets?” European Central Bank. 
Eurosystem. [Online]. Available at: https://www.ecb.europa.eu/pub/financial-
stability/macroprudential-bulletin/html/ecb.mpbu202207_3~d9614ea8e6.en.html 
(last visited March, 2023).

Hafner, C.M. (2020). “Alternative Assets and Cryptocurrencies.” In: Journal of Risk 
and Financial Management, Volume 13, Issue 1. DOI: https://doi.org/10.3390/
jrfm13010007

Harris, J. (1757). An Essay upon Money and Coins. London: G. Hawkings.
Hebous, S. and Vernon, N. (2023). “Cryptocarbon: How Much is the Corrective Tax?” IMF 

Working Paper No. 2023/194. DOI: http://dx.doi.org/10.5089/9798400256332.001
Inci, A.C. and Lagasse, R. (2019), “Cryptocurrencies: Applications and Investment 

Opportunities.“ In: Journal of Capital Markets Studies, Volume 3, Issue 2, pp. 98-112. 
DOI: https://doi.org/10.1108/JCMS-05-2019-0032

Jevons W.S. (1898). Money and the Mechanism of Exchange. New York: D. Appleton and 
Company.

Kim, T. (2017). “On the transaction cost of Bitcoin.” In: Finance Research Letters, Volume 23, 
pp. 300-305. DOI: https://doi.org/10.1016/j.frl.2017.07.014

Kiyotaki, N. and Wright, R. (1989). “On Money as a Medium of Exchange.” In: Journal of 
Political Economy, Volume 97, Issue 4, 927–954. [Online]. Available at: http://www.
jstor.org/stable/1832197 (last visited April, 2024).



17

Camille Boulanguer, Sarah Goldman, Maya Jandah, Tsvetelina Marinova

Klabbers, S. (2017). Bitcoin as an investment asset: The added value of bitcoin in a global market 
portfolio. Master Thesis. Faculteit der Managementwetenschappen, Radboud 
University. [Online]. Available at: http://theses.ubn.ru.nl/handle/123456789/4434 
(last visited March, 2024).

Kristoufek, L. (2023). “Will Bitcoin ever become less volatile?” In: Finance Research Letters, 
Volume 51. DOI: https://doi.org/10.1016/j.frl.2022.103353

Krugman, P. (2018). “Transaction Costs and Tethers: Why I’m a Crypto Skeptic.” In: New York 
Times, July 31, 2018. [Online]. Available at : https://www.nytimes.com/2018/07/31/
opinion/transaction-costs-and-tethers-why-im-a-crypto-skeptic.html (last visited 
April, 2024).

La Tribune (2022). “Cryptomonnaies: des investisseurs portent plainte contre Binance 
France pour pratiques commerciales trompeuses.” In: La Tribune, 21 Décembre 2022. 
[Online]. Available at: https://www.latribune.fr/economie/france/cryptomonnaies-
des-investisseurs-portent-plainte-contre-binance-france-pour-pratiques-
commerciales-trompeuses-945427.html (last visited April, 2024). 

Lakomski-Laguerre, O. and Desmedt, L. (2015). “L’alternative monétaire Bitcoin: une 
perspective institutionnaliste.” In: Revue de la Régulation. Capitalisme, institutions, 
pouvoirs, Association Recherche et Régulation, vol. 18. DOI: https://doi.org/10.4000/
regulation.11489

Landau, J-P. and Genais, A. (2019). Digital Currencies. An exploration into technology and 
money. Report to M. Bruno Le Maire, Minister of Economy. [Online]. Available 
at: https://www.economie.gouv.fr/files/files/2019/ENG-synthese-ra-crypto-
monnaies-180705.pdf (last visited April, 2024).

Leuprecht, C., Jenkins, C. and Hamilton, R. (2022). “Virtual money laundering: policy 
implications of the proliferation in the illicit use of cryptocurrency.” In: Journal of 
Financial Crime, Volume 30, No. 4, pp. 1036-1054. DOI: DOI: 10.1108/JFC-07-2022-
0161

MacDonald, T. (2015). “Theory of Non-Territorial Internal Exit.” In: MacDonald, T. The 
Political Economy of Non-territorial Exit. Cryptoseccesion. New Thinking in Political 
Economy Series. Northampton: Edward Elgar Publishing, pp. 143-180. DOI: https://
doi.org/10.4337/9781788979382.00012

Mathias, E. and Wardzynski, A. (2023). “Leveraging Anti-money Laundering Measures 
to Improve Tax Compliance and Help Mobilize Domestic Revenues.” International 
Monetary Fund, WP/23/83 (April, 2023). [Online]. Available at: https://thedocs.
worldbank.org/en/doc/5995e0b1d7eb539f220aca318e92b5ef-0090012023/
original/ICHA2023-IMF-WP23-83-Leveraging-AML-to-Improve-Tax-Compliance-
DRM.pdf (last visited April, 2024).

Mises, L.V. (1949). Human action: A Treatise on Economics. Auburn: Ludwig von Mises 
Institute, (edition 1998).

Mises, L.V. (1959). Socialism: An Economic and Sociological Analysis. New Haven: Yale 
University Press.



18

Unbacked Cryptomoney, Fiscal Evasion and Environment Tax: Some Policy Recommendations in Europe

Bulgarian Journal of International Economics and Politics, Vol. 4, Issue 1, 2024

Nakamoto, S. (2008). “Bitcoin: A Peer-to-Peer Electronic Cash System.” [Online]. Available 
at: https://bitcoin.org/bitcoin.pdf (last visited April, 2023).

OECD (2020). Tax Policy Reforms 2020: OECD and Selected Partner Economies. Paris: 
Éditions OCDE. DOI: https://doi.org/10.1787/7af51916-en.

OECD (2022). Crypto-Asset Reporting Framework and Amendments to the Common 
Reporting Standard. OECD, Paris. [Online]. Available at: https://www.oecd.org/tax/
exchange-of-tax-information/crypto-asset-reporting-framework-and-amendments-
to-the-common-reporting-standard.htm (last accessed April, 2023).

OECD (2023). International Standards for Automatic Exchange of Information in Tax Matters: 
Crypto-Asset Reporting Framework and 2023 update to the Common Reporting 
Standard. OECD Publishing, Paris. DOI: https://doi.org/10.1787/896d79d1-en

Oprea, S-V., Georgescu, I.A. and Bâra, A. (2024). “Is Bitcoin ready to be a widespread 
payment method? Using price volatility and setting strategies for merchants.” In: 
Electronic Commercial Resources. DOI: https://doi.org/10.1007/s10660-024-09812-x

Palil, M.P., Malek, M.A. and Jaguli, A.R. (2016). “Issues, Challenges and Problems with Tax 
Evasion: The Institutional Factors Approach.” In: Gadjah Mada International Journal 
of Business, Vol. 18, No 2, pp. 187-206. DOI: https://doi.org/10.22146/gamaijb.12573

Paris Agreement (n.d.). What is the Paris Agreement? United Nations Climate Change. 
[Online]. Available at: https://unfccc.int/process-and-meetings/the-paris-agreement 
(last visited March, 2024).

Pattnaik, D., Hassan, M.K., Dsouza, A., Tiwari, A. and Devji, S. (2023). “Ex-post facto 
analysis of cryptocurrency literature over a decade using bibliometric technique.” 
In: Technological Forecasting and Social Change, Volume 189. DOI: https://doi.
org/10.1016/j.techfore.2023.122339

Peláez-Repiso, A., Sánchez-Núñez, P. and Calvente, Y.G. (2021). “Tax Regulation on 
Blockchain and Cryptocurrency: The Implications for Open Innovation.” In: Journal 
of Open Innovation: Technology, Market, and Complexity, Volume 7, Issue 1. DOI: 
https://doi.org/10.3390/joitmc7010098

Pfister, C. (2017). “Monnaies digitales et politique monétaire: beaucoup de bruits pour 
tien?” In: Revue française d’économie, 2017/2 Vol. XXXII, pp. 37-63. [Online]. Available 
at: https://www.cairn.info/revue-francaise-d-economie-2017-2-page-37.htm (last 
visited March, 2024).

Pham, I., Karim, S., Naeem, M. and Long, C. (2022). A tale of two tails among carbon prices, 
green and non-green cryptocurrencies.” In: International Review of Financial Analysis, 
Volume 82. DOI: https://doi.org/10.1016/j.irfa.2022.102139

Ross, K. (2023). “Crypto tax evasion cases are on the rise: Bloomberg.” In: Blockworks, 
December 4, 2023. [Online]. Available at: https://blockworks.co/news/irs-rising-
crypto-tax-evasion-cases (last visited March, 2024). 

Sabu, A. (2020). “Reframing Bitcoin and Tax Compliance.” In: Saint Louis University Law 
Journal, Volume 64, Number 2. [Online]. Available at: https://scholarship.law.slu.edu/
cgi/viewcontent.cgi?article=1767&context=lj (last visited April, 2024).)



19

Camille Boulanguer, Sarah Goldman, Maya Jandah, Tsvetelina Marinova

Sarfo, N.A. (2021). “The EU’s Cryptoasset Tax Strategy Needs Coordination.” In: Forbes, August 
2, 2021. [Online]. Available at: https://www.forbes.com/sites/taxnotes/2021/08/02/
the-eus-cryptoasset-tax-strategy-needs-coordination/ (last visited May, 2024).

Shah, S., Karabulut, M.A., Akhter, S. and Shongwe, T. (2023). “On the Vital Aspects and 
Characteristics of Cryptocurrency—A Survey.” In: IEEEXplore Access, vol. 11, pp. 
9451-9468. DOI: http://dx.doi.org/10.1109/ACCESS.2023.3240103

Smith, A. (1776). An Inquiry into the Nature and Causes of the Wealth of Nations. Penn 
State: Pennsylvania State University (2005 edition).

Song, J., Zhou, J. and Qiu, S. (2022). “Is there any correlation between digital currency price 
fluctuation? Based on the DCC-GARCH and wavelet coherence analysis.” In: Economic 
Research-Ekonomska Istraživanja, 36)3), pp. 1-26. DOI: http://dx.doi.org/10.1080/13
31677X.2022.2134901

Statista (2024). Bitcoin energy consumption worldwide from February 2017 to June 20, 
2024 (in terawatt hours). Statista. [Onlline]. Available at: https://www.statista.com/
statistics/881472/worldwide-bitcoin-energy-consumption/ (last visited June, 2024).

Stavroyiannis, S. (2018). “Value-at-Risk and related measures for the Bitcoin.” In: The Journal 
of Risk Finance, Vol 19, No 2, pp. 127-136. DOI: https://doi.org/10.1108/JRF-07-2017-
0115

Telegraph (2019). “Bitcoin safety in spotlight after hackers steal £30 million in digital 
currency.” In: Telegraph, May, 8, 2019. [Online]. Available at: https://www.telegraph.
co.uk/technology/2019/05/08/bitcoin-safety-spotlight-hackers-steal-30-million-
digital-currency/ (last visited March, 2023).

The Guardian (2023). “US regulator sues crypto exchange Binance and boss Changpeng 
Zhao.” In: The Guardian, March 27, 2023. [Online]. Available at: https://www.
theguardian.com/technology/2023/mar/27/us-regulator-sues-crypto-exchange-
binance-and-boss-changpeng-zhao (last visited (March, 2024).

Thiemann, A. (2021). “Cryptocurrencies: An empirical view from a tax perspective.” JRC 
Technical Report. JRC Working Papers on Taxation and Structural Reforms No 12/2021. 
European Commission. [Online]. Available at: https://joint-research-centre.ec.europa.
eu/document/download/162e60d1-fd97-45a1-a4fa-a08b2770ecbb_en (last visited 
April, 2024).Tosunoğlu, N., Abacı, H., Ateş, G., and Akkaya, N. (2023). “Artificial neural 
network analysis of the day of the week anomaly in cryptocurrencies.” In: Financial 
Innovation 9, Article number 88. DOI: https://doi.org/10.1186/s40854-023-00499-x

Trozze, A., Kamps, J., Akartuna, E.A., Johnson, S.D., Hetzel, F.J., Kleinberg, B. and Davies, T. 
(2022). “Cryptocurrencies and future financial crime.” In: Crime Science Vol. 11, No 1. 
DOI: https://crimesciencejournal.biomedcentral.com/articles/10.1186/s40163-021-
00163-8

U.S. Securities and Exchange Commission (2023). “SEC Charges Coinbase for Operating as 
an Unregistered Securities Exchange, Broker, and Clearing Agency.” Press Release, 
2023-102. [Online]. Available at: https://www.sec.gov/news/press-release/2023-102 
(last visited May, 2024).



20

Unbacked Cryptomoney, Fiscal Evasion and Environment Tax: Some Policy Recommendations in Europe

Bulgarian Journal of International Economics and Politics, Vol. 4, Issue 1, 2024

VAT IT (2022). What is a Carousel Scheme (VAT Carousel Fraud)? VAT IT reclaim. [Online]. 
Available at: https://blog.vatit.com/blog/what-is-carousel-scheme (last visited April, 
2024).

Viswanathan, M. (2018). “Tax Compliance in a Decentralizing Economy.” Georgia State 
University Law Review, Volume 34, Issue 2. [Online]. Available at: https://readingroom.
law.gsu.edu/gsulr/vol34/iss2/1/ (last visited April, 2024).

Wu, C.Y. and Pandey, V.K. (2014). The Value of Bitcoin in Enhancing the Efficiency of an 
Investor’s Portfolio.” In: Journal of Financial Planning, September, 2014. [Online]. 
Available at: https://www.financialplanningassociation.org/article/journal/SEP14-
value-bitcoin-enhancing-efficiency-investors-portfolio (last visited April, 2024).

Yan, K., Yan, H., and Gupta, R. (2022). Are GARCH and DCC Values of 10 Cryptocurrencies 
Affected by COVID-19? In: Journal of Risk and Financial Management, Vol. 15(3), 113, 
Special Issue Emerging Market, spp. 1-25. DOI: https://doi.org/10.3390/jrfm15030113

Ye, W., Wong, W-K., Arnone, G., Nassani, A., Haffar, M. and Faiz, M. (2023). “Crypto currency 
and green investment impact on global environment: A time series analysis.” In: 
International Review of Economics and Finance, Volume 86, pp. 155-169. DOI: https://
doi.org/10.1016/j.iref.2023.01.030

Yıldırım, H., Bekun, F.V. (2023). Predicting volatility of bitcoin returns with ARCH, GARCH 
and EGARCH models.” In: Future Business Journal 9, Article number 75 (2023). DOI: 
https://doi.org/10.1186/s43093-023-00255-8

Yugandhara, R.Y. (2023). Cryptocurrency Market Trend, Forecast Analysis Report 2023.
Yuneline, M. (2019). “Analysis of cryptocurrency’s characteristics in four perspectives.” In: 

Journal of Asian Business and Economic Studies. Vol. 26, No. 2, pp. 206-219. DOI: 
http://dx.doi.org/10.1108/JABES-12-2018-0107

Zhao, W. (2021). “Police Arrest Hackers Suspected of Stealing $87 Million in Crypto.” In: 
CoinDesk (September 13, 2021). [Online]. Available at: https://www.coindesk.com/
markets/2018/08/20/police-arrest-hackers-suspected-of-stealing-87-million-in-
crypto/ (last visited May, 2024).



21

Camille Boulanguer, Sarah Goldman, Maya Jandah, Tsvetelina Marinova

Appendices 

Chart 1. Bitcoin Energy Consumption from 2017 to 2024 (Monthly, TWh per year)
Source: Statista (2024)

Table 1. Cryptomoney: Advantages and Drawbacks

Advan-
tages Developments Draw-

backs Developments

Lower 
costs 

These studies analyze empirical 
transaction costs of Bitcoin and 
conclude that the transaction cost 
of Bitcoin is lower than that of retail 
foreign exchange markets. “Bitcoin 
markets have, on average, 2% 
narrower bid-ask spreads than retail 
foreign exchange markets and, when 
the U.S. dollar is converted to other 
currencies via Bitcoin, the resulting 
exchange rates are, on average, 
5% better than the retail foreign 
exchange rate” (Kim, 2017). In a 
nutshell, Bitcoin reduces transaction 
costs (Andrianto and Diputra, 2017). 

Risky /
Specula-
tive asset 

This alternative investment is not without risks 
since it is decentralized. In case of financial 
turbulences, investors may lose all the value of 
their crypto-moneys. Several works demonstrate 
that virtual moneys are profitable but also risky 
(Cheah and Fry, 2015; Dyhrberg, 2016; Corbet et 
al., 2018; Hafner, 2020; Catania and Grassi, 2017). 
According to Inci and Lagasse (2019), cryptomon-
ey is an alternative financial asset. They permit to 
diversify investment portfolio. Authors provide a 
ranking of cryptomoneys based on a Markowitz 
approach from 2016 to 2017. They find that the 
best investment was Ripple followed by Bitcoin 
and Litecoin. Borri (2019) and Bouri et al. (2019) 
considers the contagion effects amongst virtual 
moneys. In period of financial stress, crypto mon-
eys have common trajectories evolutions as any 
risky financial asset.
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Rapidity Cryptomoneys do not involve third 
part; therefore the transactions 
are more rapid. Moreover the use 
of computers may solve many 
algorithmic problems (Andrianto and 
Diputra, 2017; Nakamoto, 2008). 

Not  
covered 

Given the nature of crypto moneys, this type of 
financial asset is not guarantee by public institu-
tions. Moreover, there is a lack of regulation and 
no government protection. There are no liability 
clauses or insurers. (Cheah and Fry, 2015; Dyhr-
berg, 2016; Corbet et al., 2018; Hafner, 2020). 

Anonym-
ity 

Transactions are based on the anon-
ymous principles. All transactions 
are recorded but the users remain 
anonymous. In other words, transac-
tions are directly realized from user 
to user (peer-to-peer) but the users 
have no information about identities 
other users. The transactions are 
also untraceable since they use pri-
vate keys. No bank account or credit 
card are required (Andrianto, and 
Diputra 2017; Pfister, 2017; Geiregat 
2018; Nakamoto, 2008). 

Uncer-
tain 
future 

As a speculative asset, there is an uncertainty 
linked to the market. Moreover, there is another 
risk related to the transaction. Indeed, entrance 
(purchases) and exit (resale) are not deterministic. 
(Cheah and Fry, 2015; Dyhrberg, 2016; Corbet et 
al., 2018; Pfister, 2017; Hafner, 2020). Given the 
lack of information and the novelty of the cryp-
to-moneys, Burgess (2018) recommend investing 
only 2% in such financial assets. 

Alter-
native 
invest-
ments

Virtual currencies may provide diver-
sification to investors (Wu and Pand-
ey, 2014; Klabbers, 2017; Andrianto, 
and Diputra 2017; Anyfantaki et al., 
2021; Elendner et al., 2018; Brauneis 
and Mestel, 2019). This advantage 
may turn out to be a drawback.

Energy 
intensive

Electricity costs are significant since the creation of 
Bitcoins, for instance, requires continuously energy. 
(Lakomski-Laguerre and Desmedt, 2015) “Between 
60 and 80 percent of bitcoin mining revenue goes 
straight back into paying for electricity”. 
Bitcoin currently consumes 66.7 terawatt-hours per 
year. (see Chart 1, Appendices). We call Bitcoin and 
Ether “mining money with megawatts” (Landau 
and Genais, 2019). Moreover, the Bitcoin is located 
where the price of electricity is low this signifies 
that virtual moneys cannot exist without energy.

Devel-
opment 
of illegal 
activities 

Because of the Anonymity principle, virtual moneys 
might be used for illegal activities such as money 
laundering and terrorism activities (Foley et al., 
2019). Inci and Lagasse (2019) estimate that $76 
billion of illegal transaction involved Bitcoins in 2019. 

Cyber-at-
tacks

Cyber-attacks are one of the most important risks 
for crypto-moneys investors. Indeed, August 2018, 
hackers were arrested for stealing around $87 mil-
lion in cryptocurrencies (Zhao, 2021). More recent-
ly, cybercriminals have stolen about £30 million in 
Bitcoin from Binance, one of the world‘s largest 
digital coin exchanges (Telegraph, 2019). Frequent 
Cyber-attacks have raised the safety issues. 

Source: Created by the authors




